PROCEDURE
	
	
	
	PAGE

	SUBJECT
	PROCEDURE: INFORMATION TECHNOLOGY—USE OF
ARTIFICIAL INTELLIGENCE TECHNOLOGIES
	P6.9018

	PROCEDURE
	P6Hx23-6.9018
	
	2/5/25
Revision #25-2





P6Hx23-6.9018
PROCEDURE: INFORMATION TECHNOLOGY - USE OF ARTIFICIAL INTELLIGENCE TECHNOLOGIES
I.
Purpose  


The College recognizes the significant potential of Artificial Intelligence (AI) technologies to enhance teaching, learning, research, and administrative functions and encourages innovative and responsible use of AI. This Procedure establishes the appropriate and responsible use of AI at the College to ensure that it is employed ethically, securely, and effectively to support the College while respecting privacy, confidentiality, and legal standards. 
II.
Scope 

The scope of this Procedure includes, but is not limited to, all students, employees, student assistants, interns, work study employees, contributed service/volunteers, contractors, consultants, and visitors who engage with AI technologies on behalf of the College, whether within academic or administrative settings.
III.
Definitions

AI Systems - Artificial Intelligence Systems refer to computer systems or programs designed to perform tasks that would typically require human intelligence.  These systems are designed to process data, learn from experience, adapt to new inputs, and perform tasks autonomously or semi-autonomously.
IV.
Procedure


All use of Artificial Intelligence (AI) Systems at the College will abide by the following:

A.
The College shall uphold the privacy and security of data used in AI-driven transactions in compliance with Florida Statutes and other applicable data protection laws. This includes, but is not limited to, implementing robust data protection measures, maintaining data confidentiality, and obtaining consent for data collection, processing, and sharing activities as detailed in College Procedure P6Hx23-6.899.
B.
Personal Identifiable Information (PII) shall not be input into Generative AI tools without approved  contracts and security measures.  All AI systems that incorporate PII must undergo thorough security review and approval by the Chief Information Officer or their designee before adoption. 

C.
All use of AI Systems must adhere to principles of fairness, transparency, accountability, and privacy.  AI initiatives should advance academic, administrative, and societal missions, promoting student success, research, and efficiency.  It is crucial to acknowledge that AI-generated content may exhibit inaccuracies, biases, or be entirely fabricated.
1. The College acknowledges the limitations of relying solely on AI detection tools to determine instances of academic dishonesty.  Cases based solely on AI detection results will not automatically be considered a violation of the Student Code of Conduct.  Examples such as a fabricated citation can be considered and may constitute evidence of academic dishonesty. 

2. Inputting or uploading any data that would not be considered Public Information into an AI system, unless specifically authorized by the College, is prohibited.

3. Projects involving the use of AI systems for research or academic purposes by College Personnel must undergo ethical review by the Research Review Committee to assess potential risks and ensure compliance with ethical guidelines. 

4. College employees are prohibited from presenting any content wholly generated, or substantially contributed to, by Generative AI tools as their original work. Any substantive contribution must be attributed. 
5. College employees who reference, summarize, and/or incorporate ideas from Generative AI output,  must ensure its accuracy and refrain from plagiarizing existing work or infringing upon the intellectual property rights of others. Reliance on Generative AI output shall only occur after confirmation of accuracy from supplementary sources.
6. In addition to this Procedure, all faculty must ensure student awareness of Generative AI polices for their course within their syllabus.
D.
This Procedure applies to all new and existing AI systems that are procured, developed, or currently in use.

V.
Enforcement and Consequences

A. The Information Technology staff will utilize all available means to enforce this Procedure.
B. Violation of this Procedure may result in the revocation of access to the College information technology resources and discipline in accordance with College Procedure P6Hx23-6.900.
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